*Allegato A1*

**DOMANDA DI AMMISSIONE**

**Avviso Pubblico per la presentazione di proposte per la realizzazione di interventi di potenziamento della resilienza cyber delle Regioni, dei Comuni capoluogo facenti parte di Città metropolitane, delle Province autonome a valere sul PNRR, Missione 1 – Componente 1 – Investimento 1.5 “Cybersecurity”**

La/Il sottoscritta/o \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

nato a \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ prov (\_\_\_\_\_), il\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

CF\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, in qualità di organo titolare del potere di impegnare l’Amministrazione \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, codice IPA \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ con sede legale in Via/Piazza, \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ n.\_\_\_\_\_\_, cap.\_\_\_\_\_\_\_\_, tel.\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, posta elettronica certificata (PEC) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

**MANIFESTA**

il proprio interesse a partecipare all’Avviso in oggetto, quale Soggetto proponente di un intervento progettuale da finanziare nell’ambito dell’Investimento 1.5 – Cybersecurity nell’ambito del PNRR, Missione M1C1 “Digitalizzazione, innovazione e sicurezza nella P.A.”;

**CHIEDE**

l’ammissione al finanziamento del progetto denominato \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ per un importo complessivo pari a euro \_\_\_\_\_\_\_\_\_\_ (\_\_\_\_\_\_\_/00) – CUP \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**DICHIARA SOTTO LA PROPRIA RESPONSABILITÀ**

ai sensi degli artt. 46 e 47 del DPR n.445/2000, consapevole delle responsabilità di ordine amministrativo, civile e penale in caso di dichiarazioni mendaci, ex art. 76 del DPR medesimo

1. di essere in possesso dei requisiti richiesti per la partecipazione al presente Avviso;
2. di essere in possesso delle competenze, risorse e qualifiche professionali – sia tecniche che amministrative – idonee a garantire la realizzazione del progetto proposto e assicurare, nei termini e nelle modalità previste a livello comunitario e nel presente Avviso, il raggiungimento delle milestone e dei target associati;
3. che il progetto presentato non è finanziato da altre fonti del bilancio dell’Unione europea, in ottemperanza a quanto previsto dall’art. 9 del Reg. (UE) 2021/241è stato oggetto di finanziamento con risorse ordinarie del Bilancio statale (cd. divieto del doppio finanziamento);
4. di impegnarsi al rispetto dei principi previsti per gli interventi del PNRR;
5. che il CUP associato al progetto oggetto della presente richiesta di finanziamento è stato generato in coerenza con le indicazioni di cui al Template CUP “PNRR M1C1 – 1.5 – Cybersecurity”, codice 2204007 *ovvero* che CUP associato al progetto è stato generato precedentemente alla pubblicazione dell’Avviso Pubblico in quanto afferente a un progetto già avviato.

**TRASMETTE**

unitamente alla presente domanda e parte integrante della stessa, la seguente documentazione:

* Autodichiarazione relativa al rispetto dei principi generali e specifici previsti per gli interventi del PNRR *(All. A2)*
* Piano di Progetto *(All. B)*
* Documento di identità del dichiarante (*in caso di firma autografa*)

(Luogo e data) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Il/la dichiarante

*(firma)*

*Allegato A2*

**AUTODICHIARAZIONE RELATIVA AL RISPETTO DEI PRINCIPI PREVISTI PER GLI INTERVENTI DEL PNRR**

**Avviso Pubblico per la presentazione di proposte per la realizzazione di interventi di potenziamento della resilienza cyber delle Regioni, dei Comuni capoluogo facenti parte di Città metropolitane, delle Province autonome a valere sul PNRR, Missione 1 – Componente 1 – Investimento 1.5 “Cybersecurity”**

La/Il sottoscritta/o \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

nato a \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ prov. (\_\_\_\_\_), il\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

CF\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, in qualità di organo titolare del potere di impegnare l’Amministrazione/legale rappresentante di\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

codice IPA \_\_\_\_\_\_\_\_\_\_\_\_\_, con sede legale in Via/Piazza, \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ n.\_\_\_\_\_\_, cap.\_\_\_\_\_\_\_\_,

tel.\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, posta elettronica certificata (PEC) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

**in relazione alla Domanda di ammissione del progetto denominato \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ - CUP \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**DICHIARA SOTTO LA PROPRIA RESPONSABILITÀ**

ai sensi degli artt. 46 e 47 del DPR n.445/2000, consapevole delle responsabilità di ordine amministrativo, civile e penale in caso di dichiarazioni mendaci, ex art. 76 del DPR medesimo

1. che il progetto presentato non è finanziato da altre fonti del bilancio dell’Unione europea, in ottemperanza a quanto previsto dall’art. 9 del Reg. (UE) 2021/241 e non è stato oggetto di finanziamento con risorse ordinarie del Bilancio statale (cd. divieto del doppio finanziamento);
2. che la realizzazione delle attività progettuali proposte prevede di “non arrecare un danno significativo” agli obiettivi ambientali, ai sensi dell'art. 17 del Regolamento (UE) 2020/852 ed è coerente con gli ulteriori principi ed obblighi specifici del PNRR, ove applicabili, quali il principio del Tagging clima e digitale, della parità di genere (Gender Equality), della protezione e valorizzazione dei giovani e del superamento dei divari territoriali;
3. che l’attuazione del progetto prevede il rispetto delle norme comunitarie e nazionali applicabili, ivi incluse quelle in materia di trasparenza, uguaglianza di genere, pari opportunità e tutela dei diversamente abili;
4. che l’attuazione del progetto prevede il rispetto della normativa europea e nazionale applicabile, con particolare riferimento ai principi di parità di trattamento, non discriminazione, trasparenza, proporzionalità e pubblicità;
5. che adotterà misure adeguate volte a rispettare il principio di sana gestione finanziaria secondo quanto disciplinato nel Regolamento finanziario (UE, Euratom) 2018/1046 e nell’art. 22 del Regolamento (UE) 2021/241, in particolare in materia di prevenzione dei conflitti di interessi, delle frodi, della corruzione e di recupero e restituzione dei fondi che sono stati indebitamente assegnati;
6. di disporre delle competenze, risorse e qualifiche professionali, sia tecniche che amministrative, necessarie per portare a termine il progetto e assicurare, nei tempi previsti e condivisi a livello comunitario, il raggiungimento della quota parte di milestone e target ad esso associati;
7. di aver considerato e valutato tutte le condizioni che possono incidere sull’ottenimento e utilizzo del finanziamento a valere sulle risorse dell’Investimento 1.5 e di averne tenuto conto ai fini dell’elaborazione della proposta progettuale;
8. di essere a conoscenza che l’Agenzia per la Cybersicurezza Nazionale si riserva il diritto di procedere d’ufficio a verifiche, anche a campione, in ordine alla veridicità delle dichiarazioni rilasciate in sede di domanda e/o, comunque, nel corso della procedura, ai sensi e per gli effetti della normativa vigente;
9. di essere a conoscenza che l’Agenzia per la Cybersicurezza Nazionale si riserva il diritto di procedere ad effettuare verifiche e controlli, anche a campione, per il monitoraggio e controllo degli interventi;

**e SI IMPEGNA a**

1. assicurare il rispetto di tutte le disposizioni previste dalla normativa comunitaria e nazionale, con particolare riferimento a quanto previsto dal Reg. (UE) 2021/241 e dal decreto-legge n. 77 del 31/05/2021, come modificato dalla legge 29 luglio 2021, n. 108;
2. assicurare l’adozione di misure adeguate volte a rispettare il principio di sana gestione finanziaria secondo quanto disciplinato nel Regolamento finanziario (UE, Euratom) 2018/1046 e nell’art. 22 del Regolamento (UE) 2021/241, in particolare in materia di prevenzione, identificazione e rettifica dei conflitti di interessi, delle frodi, della corruzione e di recupero e restituzione dei fondi che sono stati indebitamente assegnati, nonché di garantire l’assenza del c.d. doppio finanziamento ai sensi dell’art. 9 del Regolamento (UE) 2021/241;
3. rispettare il principio di “non arrecare un danno significativo” agli obiettivi ambientali ai sensi dell'articolo 17 del Regolamento (UE) 2020/852 (DNSH) e garantire la coerenza con il PNRR valutato positivamente con Decisione del Consiglio ECOFIN del 13 luglio 2021;
4. rispettare le condizioni prescrittive necessarie all’assolvimento del principio del contributo all’obiettivo climatico e digitale (cd. tagging);
5. rispettare gli ulteriori principi trasversali previsti per il PNRR dalla normativa nazionale e comunitaria, con particolare riguardo alla protezione e valorizzazione dei giovani e del superamento dei divari territoriali;
6. introdurre nella fase di esecuzione misure a sostegno della partecipazione di donne e giovani, anche in coerenza con quanto previsto dall’articolo 47 del Decreto-Legge 31 maggio 2021, n. 77 (c.d. decreto Semplificazioni), convertito in Legge 29 luglio 2021, n. 108;
7. rispettare le norme comunitarie e nazionali applicabili in ambito di tutela dei soggetti diversamente abili;
8. rispettare i principi di parità di trattamento, non discriminazione, trasparenza, proporzionalità e pubblicità;
9. garantire il rispetto del principio di parità di genere in relazione agli articoli 2, 3, paragrafo 3, del TUE, 8, 10, 19 e 157 del TFUE, e 21 e 23 della Carta dei diritti fondamentali dell’Unione europea;
10. dare piena attuazione al progetto così come illustrato nella scheda progetto ed avviare tempestivamente le attività progettuali per non incorrere in ritardi attuativi e concludere il progetto nei modi e nei tempi previsti, e provvedere alla comunicazione tempestiva all’Agenzia per la Cybersicurezza Nazionale della data d'avvio del progetto;
11. rispettare, nel caso di utilizzo delle opzioni di costo semplificato che comportino l’adozione preventiva di una metodologia dei costi, quanto indicato nella relativa metodologia, previa approvazione da parte dall’Agenzia per la Cybersicurezza Nazionale;
12. adottare il sistema informatico utilizzato dall’Agenzia per la Cybersicurezza Nazionale, finalizzato a raccogliere, registrare e archiviare in formato elettronico i dati per ciascuna operazione necessari per la sorveglianza, la valutazione, la gestione finanziaria, la verifica e l’audit, secondo quanto previsto dall’art. 22.2 lettera d) del Regolamento (UE) 2021/241 e tenendo conto delle indicazioni che verranno fornite dall’Amministrazione;
13. garantire la correttezza, l’affidabilità e la congruenza al tracciato del sistema informativo unitario per il PNRR di cui all’articolo 1, comma 1043 della legge n. 178/2020 (ReGiS) dei dati di monitoraggio finanziario, fisico e procedurale, e di quelli che comprovano il conseguimento degli obiettivi dell’intervento quantificati in base agli stessi indicatori adottati per milestone e target della misura e assicurarne l’inserimento, ove richiesto, nel sistema informativo e gestionale adottato dall’Agenzia per la Cybersicurezza Nazionale responsabile nel rispetto delle indicazioni che saranno fornite dalla stessa Amministrazione;
14. fornire tutte le informazioni richieste relativamente alle procedure e alle verifiche in relazione alle spese rendicontate conformemente alle procedure e agli strumenti definiti nella manualistica adottata dall’Agenzia per la Cybersicurezza Nazionale;
15. individuare eventuali fattori che possano determinare ritardi che incidano in maniera considerevole sulla tempistica attuativa e di spesa, definita nel cronoprogramma, relazionando all’Agenzia per la Cybersicurezza Nazionale sugli stessi;
16. sottoporre all’Agenzia per la Cybersicurezza Nazionale le eventuali modifiche al progetto - che non potranno essere di carattere sostanziale in aderenza con le modifiche progettuali ammesse dal Codice dei Contratti Pubblici - corredate da adeguate motivazioni;
17. garantire, nel caso in cui si faccia ricorso a procedure di appalto, il rispetto della normativa vigente di riferimento;
18. garantire, nel caso in cui si faccia ricorso diretto ad esperti esterni dell’Amministrazione, la conformità alla pertinente disciplina comunitaria e nazionale nonché alle eventuali specifiche circolari che potranno essere adottate dalla scrivente Amministrazione;
19. rispettare quanto previsto dall' articolo 11 della legge 16 gennaio 2003, n. 3, in merito alla richiesta dei Codici Unici di Progetto, CUP, e garantirne l’indicazione su tutti gli atti amministrativo-contabili relativi all’attuazione dell’investimento;
20. adottare un'apposita codificazione contabile e informatizzata per tutte le transazioni relative al progetto al fine di assicurare la tracciabilità dell’utilizzo delle risorse del PNRR;
21. effettuare i controlli di gestione e amministrativo-contabili previsti dalla legislazione nazionale applicabile per garantire la regolarità delle procedure e delle spese sostenute prima di rendicontarle all’Agenzia per la Cybersicurezza Nazionale, nonché la riferibilità delle spese al progetto ammesso al finanziamento sul PNRR;
22. fornire tutte le informazioni richieste relativamente alle procedure e alle verifiche in relazione alle spese rendicontate conformemente alle procedure e agli strumenti definiti nella manualistica adottata dall’Agenzia per la Cybersicurezza Nazionale;
23. presentare con cadenza almeno bimestrale la rendicontazione delle spese effettivamente sostenute, o dei costi esposti maturati nel caso di ricorso alle opzioni semplificate in materia di costi, e degli indicatori di realizzazione associati al progetto, in riferimento al contributo al perseguimento dei target e milestone del Piano nei tempi e nei modi previsti dal presente Avviso ed atti conseguenti;
24. assicurare la completa tracciabilità dei flussi finanziari come previsto dall’art. 3 legge 3 agosto 2016, n. 136 e prevedere una modalità di gestione finanziaria che sia conforme alle disposizioni del Regolamento finanziario (UE, Euratom) 2018/1046 e dell’art.22 del Regolamento (UE) 2021/241, in materia di prevenzione, di sana gestione finanziaria, assenza di conflitti di interessi, di frodi e corruzione;
25. rilevare e imputare nel sistema informativo i dati di monitoraggio sull'avanzamento procedurale, fisico e finanziario del progetto, ex art. 22, comma 2 lettera d) del Regolamento (UE) 2021/241, nonché le informazioni a comprova del conseguimento delle milestone e dei target associati all’intervento, ivi inclusa la documentazione probatoria;
26. garantire la correttezza, l’affidabilità e la congruenza dei dati di monitoraggio di cui sopra;
27. rispettare gli adempienti in materia di trasparenza amministrativa ex D. Lgs. 25 maggio 2016, n. 97 e gli obblighi in materia di comunicazione e informazione previsti dall’art. 34 del Regolamento (UE) 2021/241;
28. rendere nota l’origine del finanziamento e garantirne visibilità riportando in tutta la documentazione di progetto il logo dell’Unione Europea e utilizzando la dicitura “Finanziato dall’Unione Europea – Next Generation UE – PNRR M1C1 – Intervento 1.5”;
29. alimentare, ove richiesto, i dati in Sistema di Gestione Progetti (SGP) relativamente a tutti gli aspetti procedurali, fisici e finanziari secondo le procedure ed i manuali che saranno forniti all’atto della sottoscrizione dell’Atto d’Obbligo di accettazione del contributo;
30. conservare la documentazione progettuale per assicurare la completa tracciabilità delle operazioni - nel rispetto di quanto previsto dal D. Lgs. 82/2005 e all’art. 9 punto 4 del Decreto-Legge 77 del 31 maggio 2021 - che, nelle diverse fasi di controllo e verifica previste dal sistema di gestione e controllo del PNRR, devono essere messi prontamente a disposizione su richiesta dell’Agenzia per la Cybersicurezza Nazionale, del Servizio centrale per il PNRR del MEF, dell'Organismo di Audit, della Commissione europea, dell'OLAF, della Corte dei conti europea (ECA), della Procura europea (EPPO) e delle competenti Autorità giudiziarie nazionali e autorizzare la Commissione, l'OLAF, la Corte dei conti e l'EPPO a esercitare i diritti di cui all'articolo 129, paragrafo 1, del Regolamento finanziario (UE; EURATOM) 1046/2018;
31. facilitare le verifiche dell’Ufficio competente per i controlli dell’Agenzia per la Cybersicurezza Nazionale, dell’Unità di Audit, della Commissione europea e di altri organismi autorizzati, che verranno effettuate anche attraverso controlli in loco;
32. garantire la disponibilità dei documenti giustificativi relativi alle spese sostenute e delle milestone e target realizzati così come previsto ai sensi dell’articolo 9 punto 4 del decreto-legge n. 77 del 31/05/2021, convertito con legge n. 108/2021;
33. predisporre i pagamenti secondo le procedure stabilite dall’Agenzia per la Cybersicurezza Nazionale, contenute nella relativa manualistica, nel rispetto del piano finanziario e cronogramma di spesa approvato, inserendo nel sistema informatico i relativi documenti riferiti alle procedure e i giustificativi di spesa e pagamento necessari ai controlli ordinari di legalità e ai controlli amministrativo-contabili previsti dalla legislazione nazionale e comunitaria applicabile, nel rispetto di quanto previsto dall’articolo 22 del Reg. (UE) n. 2021/241 e dell’art. 9 del decreto legge n. 77 del 31/05/2021, convertito con legge n. 108/2021;
34. inoltrare le Richieste di pagamento all’Agenzia per la Cybersicurezza Nazionale con allegata la rendicontazione dettagliata delle spese effettivamente sostenute - o dei costi esposti maturati nel caso di ricorso alle opzioni semplificate in materia di costi - e dei valori realizzati in riferimento agli indicatori associati al progetto nel periodo di riferimento per il contributo al perseguimento dei target associati alla misura PNRR di riferimento (cfr. art. 7), e i documenti giustificativi appropriati secondo le tempistiche e le modalità riportate nei dispositivi attuativi;
35. partecipare, ove richiesto, alle riunioni convocate dall’Agenzia per la Cybersicurezza Nazionale;
36. garantire, anche attraverso la trasmissione di relazioni periodiche sullo stato di avanzamento del progetto, che l’Agenzia per la Cybersicurezza Nazionale riceva tutte le informazioni necessarie, relative alle linee di attività per l’elaborazione delle relazioni annuali di cui all’articolo 31 del Regolamento (UE) n. 2021/241, nonché qualsiasi altra informazione eventualmente richiesta;
37. contribuire al raggiungimento dei milestone e target associati alla Misura e fornire, su richiesta dall’Agenzia per la Cybersicurezza Nazionale, le informazioni necessarie per la predisposizione delle dichiarazioni sul conseguimento dei target e milestone e delle relazioni e documenti sull’attuazione dei progetti;
38. garantire il rispetto degli obblighi in materia di comunicazione e informazione previsti dall’art. 34 del Regolamento (UE) 2021/241 indicando nella documentazione progettuale che il progetto è finanziato nell’ambito del PNRR, con esplicito riferimento al finanziamento da parte dell’Unione europea e all’iniziativa Next Generation EU (utilizzando la frase “finanziato dall’Unione europea – Next Generation EU”), riportando nella documentazione progettuale l’emblema dell’Unione europea e fornire un’adeguata diffusione e promozione del progetto, anche online, sia web che social, in linea con quanto previsto dalla Strategia di Comunicazione del PNRR; fornire i documenti e le informazioni necessarie secondo le tempistiche previste e le scadenze stabilite dai Regolamenti comunitari e dall’Agenzia per la Cybersicurezza Nazionale e per tutta la durata del progetto;
39. reimpiegare per finalità sociali gli eventuali proventi derivanti dalla gestione diretta o indiretta del bene finanziato nell'ambito del presente Avviso e/o da qualunque utilizzo economico e/o commerciale dello stesso;
40. garantire una tempestiva diretta informazione agli organi preposti, tenendo informata la l’Agenzia per la Cybersicurezza Nazionale sull’eventuale avvio e andamento di procedimenti di carattere giudiziario, civile, penale o amministrativo che dovessero interessare le attività oggetto del progetto finanziato, comunicare le irregolarità o frodi riscontrate a seguito delle verifiche di competenza e adottare le misure necessarie, nel rispetto delle procedure adottate dall’Agenzia per la Cybersicurezza Nazionale, in linea con quanto indicato dall’articolo 22 del Regolamento (EU) 2021/2041;
41. garantire la massima collaborazione in occasione di verifiche e controlli richiesti dall’Agenzia per la Cybersicurezza Nazionale, dal Servizio centrale per il PNRR, dall’Unità di Audit, degli organismi comunitari, nonché eventualmente dell’autorità giudiziaria e delle forze di polizia nazionali.

(luogo e data) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Il/la dichiarante

*(firma)*